
組織全体の特権アカウントの
アクセス許可を監視し、レポート
Keeperコンプライアンスレポートは、ゼロトラストおよびゼロ知識セキュリティ環境において、組織の
認証情報と機密情報へのアクセス許可をオンデマンドで可視化します。

セキュリティコンプライアンス・プロセスの合理化 
Keeperコンプライアンスレポートは、サーベンス・オクスリー法（SOX法）およびアクセスコントロール
監視とイベント監査を必要とするその他の規制のための監査をサポートします。オンデマンドのコンプ

ライアンスレポートは、自動コンプライアンスシステムや外部監査人に転送することができます。

keeper.io/compliance-reports

	 ユーザー退会
	 �ユーザーのデータ保管庫を廃止し、別の指定ユーザー
に譲渡する前に、そのユーザーのデータ保管庫の主要
要素の詳細なスナップショットを取得します。

	 �特定のレコードレベルの検索 
	 �レコードタイトル、レコードタイプ、URL、レコード所有
者、役職など、特定の属性を持つレコードをすばやく検
索できます。

	 ユーザーレコード権限の照合
	 �管理者は、異なる権限と制限を持つ複数のソースを通
じてユーザーに共有されたレコードを広範囲に可視
化できます。

	 オンデマンド監査 
	 �重要なシステム、認証情報、機密情報への特権アクセス
や権限を示す詳細なユーザーレベルのレポートを作成
します。

	 支払いカードへのアクセス
	 �支払いカードアカウントに対するロールベースのユーザ
ーレベルのアクセス権限と権利を分析します。

	 �金融サービス調査 
	 �包括的なイベントレポートとモニタリングのため
に、Keeperの高度なレポートとアラートモジュール
（ARAM）を利用することができる調査をサポートするた
めに、特定の金融サービスのURLとレコードの疑わしい
ユーザーアクティビティとアクセス権を追跡します。

	 クラウドインフラのアクセス監視

	� 組織のクラウドインフラストラクチャ（Azure、 AWS、 
Google Cloudなど）の認証情報とユーザーアクセス権
限を完全に可視化します。

企業における重要なユースケースをサポート

業界固有のコンプライアンスおよび監査認証に対応

データシート
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