
A R E  Y O U  G A M E  T O

Just like staying safe in the 
real world, keeping your 
information safe online is 
super important! 
By learning how to spot scams, protect your privacy  
and practice cybersecurity, you can enjoy the internet 
while staying safe and secure.

Watch for Risks on the Cyber Circuit
Just like a Formula 1 track, the internet has some risky turns. These dangers 

make up the cybersecurity threat landscape, which includes things like 
downloading harmful software, getting hacked or having your personal 

information stolen. 

Cybercriminals will try to trick you on the 
Social Engineering Speedway. Phishing 

emails look official and may seem urgent, 
asking for information or offering something 

free. But it’s a trap!

In the Cyberbully Blind Spot, cyberbullies post 
mean messages, pictures and videos about 

others. If you see something hurtful,  
tell an adult.

The Malware Mile is full of dangerous software 
designed to hurt your computer. Always be 

careful about what you download!

Don’t hit the Privacy Pothole! Anything you post 
online, like a password or a picture, could be 
used against you. Always be careful about  

what you share.
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Williams Racing Formula 1 driver Alex Albon shares tips on driving online security 
to protect your phone, tablet, computer – and most importantly, you!


Watch out for Scams 

� Fake emails usually seem 
urgent, and ask you to 
share personal 
information�

� If an offer seems too good 
to be true, it probably is�

� Don’t click on strange links 
or pop-ups.

Protect Your Privacy

� If you don’t know who’s on 
the other side of the 
screen, don’t talk to them.�

� Never share your name, 
school or address.�

� Don’t use your real name 
for screen names either.

Practice Cybersecurity

� Always use strong 
passwords 
and store them in a 
password manager�

� Enable MFA, like a code or 
fingerprint, for extra 
security�

� Regularly update devices 
and software.

Use a different password for every single account

Make sure passwords are at least 16 characters with letters, numbers and symbols

Use a password manager to help create and store your passwords

Flex your password power


