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Voordat Keeper werd geïmplementeerd, was het beheer van aanmeldingsgegevens 
van de organisatie gedecentraliseerd. VaynerX zocht de beste oplossing om de 
dagelijkse werkzaamheden te stroomlijnen en de beveiliging bij het beheer van 
klantaccounts te versterken. Interne teams hebben regelmatig toegang tot systemen 
van klanten, waardoor de beveiliging van aanmeldingsgegevens essentieel is voor het 
beschermen van niet alleen interne activiteiten, maar ook voor het vertrouwen van 
klanten en langdurige samenwerkingen.

Case Study

VaynerX implementeert 
Keeper in het hele bedrijf voor 
alle werknemers wereldwijd

De uitdaging

“Voordat we Keeper gebruikten, hadden we geen uniforme 
aanpak binnen de organisatie waarmee we alles in één 
overzicht konden weergeven.”

John Georgatos | Wereldwijd hoofd Informatietechnologie, 
VaynerX

VaynerX is een wereldwijd modern 
media- en communicatiebedrijf dat 
is opgericht door Gary Vaynerchuk 
en zich bezighoudt met een mix van 
merken, cultuur en technologie. Het 
hoofdkantoor van VaynerX zit in New 
York City en is de overkoepelende 
organisatie voor verschillende 
bedrijven, zoals VaynerMedia en 
een paar andere gespecialiseerde 
entiteiten. Deze bedrijven 
ondersteunen samen enkele van de 
meest herkenbare merken ter wereld 
op het gebied van reclame, handel, 
media, influencermarketing en digitale 
transformatie.

Branche 
Reclame en communicatie

Werknemers 
2,000+

Oplossingen 

Achtergrond

Wachtwoordbeheerder voor 
ondernemingen

•	 Geavanceerde rapportage- en 
alarmmodule (ARAM)

•	 Platinum-ondersteuning 

VaynerX heeft een formele evaluatie uitgevoerd van platforms voor 
wachtwoordbeheer voor bedrijven en heeft uiteindelijk voor Keeper gekozen. Deze 
keuze werd ingegeven door de beveiligingsarchitectuur van Keeper, de uitgebreide 
beheermogelijkheden en het vermogen om te schalen binnen een complexe 
organisatie met meerdere entiteiten zonder de productiviteit te verstoren.

De oplossing van Keeper

“De keuze voor Keeper kwam neer op de functionaliteit, het 
gebruiksgemak en de mogelijkheid om het systeem centraal te 
beheren, waardoor we beveiligingstoegang op bedrijfsniveau 
kregen.”

John Maalouf | Senior vicepresident, Wereldwijd hoofd Inkoop, 
VaynerX
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Gecentraliseerd beheer van aanmeldingsgegevens - Keeper is 
gebaseerd op een zero-trust, zero-knowledge architectuuren 
bood VaynerX een gecentraliseerd platform voor het veilig 
beheren van aanmeldingsgegevens met behoud van beheer 
en controle op bedrijfsniveau. Keeper werd geïmplementeerd 
als de standaardoplossing voor wachtwoordbeheer binnen 
alle VaynerX-entiteiten als ondersteuning voor zowel 
gecentraliseerd beheer als lokale samenwerking tussen 
teams. Het doel was vanaf het begin niet alleen om een 
wachtwoordkluis te introduceren, maar om een veilig, 
bedrijfsbreed systeem op te zetten voor het beheren van de 
levenscyclus van aanmeldingsgegevens.

Naadloze integratie met bestaande infrastructuur - Keeper 
is naadloos geïntegreerd met Okta ter ondersteuning van 
Single Sign-On (SSO) en geautomatiseerde inrichting en 
intrekking van gebruikers, wat leidt tot een simpele en 
gebruiksvriendelijke authenticatie-ervaring. Werknemers 
krijgen toegang tot Keeper als onderdeel van hun normale 
aanmeldingservaring, terwijl IT de centrale controle 
behoudt. Via Google Workspace hebben beheerders ook de 
KeeperFill®-browserextensie organisatiebreed uitgerold, 
wat de adoptie versnelde en veilig automatisch invullen op 
websites en applicaties mogelijk maakte.

“In de aanloop naar de lancering heeft het 
Klantensuccesteam van Keeper ons bijgestaan 
door ons te begeleiden bij elke training en 
ervoor te zorgen dat onze acceptatiegraad 
het gewenste niveau bereikte.

- John Georgatos | Wereldwijd hoofd 
Informatietechnologie, VaynerX

“Keeper heeft indruk op mij gemaakt door 
het eigen karakter van de Google Chrome-
extensie. Keeper vult automatisch het 
wachtwoordveld in. Ook hoeft u de website 
waarop u zich wilt aanmelden niet te verlaten.” 

John Maalouf | Senior vicepresident, Wereldwijd 
hoofd Inkoop, VaynerX

Gebruikersacceptatie en ondersteuning voor trainingen  - 
Keeper biedt uitgebreide productdocumentatie, bronnen 
voor implementatie en klantenondersteuning om organisaties 
te begeleiden bij de implementatie in de gehele organisatie. 
VaynerX combineerde deze bronnen met interne communicatie 
en live trainingssessies om een soepele uitrol onder de 
wereldwijde medewerkers te ondersteunen. Keeper wordt 
erkend als de toonaangevende wachtwoordbeheerder voor 
organisaties van elke omvang en is gebruiksvriendelijk en snel 
te implementeren. Voor eindgebruikers zorgen gedetailleerde 
productgidsen en trainingsvideo’s voor een verbeterde 
gebruikersadaptatie.  

Kosteneffectief - Keeper biedt een kosteneffectief abonnement 
dat kan worden aangepast aan de behoeften van elke 
organisatie, ongeacht de grootte of het type. Het transparante 
prijsmodel van Keeper, in combinatie met klantenservice van 
wereldklasse, zorgt ervoor dat organisaties hun investering 
optimaal benutten. 

Beveiliging van wereldklasse - De zero-trust en zero-knowledge 
beveiligingsarchitectuur van Keeper is ongeëvenaard in 
het beschermen van informatie en het beperken van het 
risico op een gegevenslek. Keeper combineert Elliptic-Curve 
Cryptography (ECC) op apparaatniveau met meerdere 
lagen van versleuteling (op kluis-, map- en recordniveau), 
multi-factor- en biometrische authenticatie. Keeper is SOC 
2- en ISO 27001-conform — met de langste aaneengesloten 
naleving in de sector — en tevens FedRAMP High- en 		
GovRAMP-geautoriseerd.
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“We hebben uiteindelijk voor Keeper 
gekozen omdat het eenvoudig te integreren 
was met onze bestaande identiteitsprovider, 
Okta, en omdat beide platforms uitstekend 
met elkaar samenwerken.” 

John Georgatos | Wereldwijd hoofd 
Informatietechnologie, VaynerX
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https://www.keepersecurity.com/security.html
https://docs.keeper.io/en/sso-connect-cloud/identity-provider-setup/okta-keeper
https://www.keepersecurity.com/features/autofill/
https://docs.keeper.io/en
https://docs.keeper.io/en/user-guides
https://www.keepersecurity.com/getting-started.html
https://docs.keeper.io/en/enterprise-guide/keeper-encryption-model
https://docs.keeper.io/en/enterprise-guide/keeper-encryption-model
https://www.keepersecurity.com/security.html?s=compliance#complianceAudits
https://www.keepersecurity.com/security.html?s=compliance#complianceAudits


Keeper + VaynerX 
Case Study

© 2026 Keeper Security, Inc. 3

De implementatie van Keeper had een brede en blijvende 
impact op VaynerX. De algehele beveiliging werd versterkt, de 
operationele efficiëntie verbeterd en de cultuur van gedeelde 
verantwoordelijkheid voor de bescherming van kritieke 
gegevens versterkt.

Verbeterd beveiligingsniveau en gecentraliseerd bestuur  - 
Door Keeper bedrijfsbreed te implementeren, heeft VaynerX 
consistent inzicht gekregen in hoe aanmeldingsgegevens 
worden aangemaakt, opgeslagen, gedeeld en benaderd. 
Beveiligingsteams kunnen nu wachtwoordstandaarden 
handhaven, hergebruik verminderen en proactief risico’s 
beheren binnen interne systemen en klantomgevingen. Dankzij 
deze aanpak werd niet alleen het risico voor interne systemen 
verminderd, maar ook voor platforms van klanten waartoe de 
teams van VaynerX dagelijks toegang hebben.

Keeper is een essentieel onderdeel geworden van de 
cyberbeveiligingsstrategie van VaynerX. Keeper ondersteunt 
het veilige gebruik van wachtwoorden en toegangscodes, 
versterkt het vertrouwen van klanten, biedt ongeëvenaarde 
zichtbaarheid en maakt het voor teams mogelijk om zich te 
focussen op het leveren van impact op grote schaal zonder de 
bedrijfsvoering te vertragen.

Verbeterde operationele efficiëntie voor IT- en beveiligingsteams 
- Keeper heeft de onboarding- en offboardingprocessen 
gestroomlijnd door veilige overdracht van aanmeldingsgegevens 
en gecentraliseerd toegangsbeheer mogelijk te maken. VaynerX 
zag hierdoor een aanzienlijke daling in het aantal aanvragen voor 
IT-ondersteuning met betrekking tot wachtwoorden. 

Hoge gebruikersadoptie en minimale verstoring - Dankzij 
het gebruiksgemak, de browserextensie en de mobiele 
toegankelijkheid van Keeper werd het product zowel door 
technische als niet-technische teams op grote schaal 
geaccepteerd. VaynerX heeft 99,5% van zijn werknemers 
succesvol ingewerkt binnen het Keeper platform. Keeper 
is nu een onmisbaar hulpmiddel in de dagelijkse workflows 
voor het opslaan, beheren en genereren van beveiligde 
aanmeldingsgegevens. Zo heeft Keeper een transformatie 
teweeggebracht voor VaynerX.

Positieve impact buiten de werkplek - De beschikbaarheid 
van Keeper voor persoonlijk gebruik, met een gratis 
Family Plan voor werknemers, heeft gezorgd voor sterke 
beveiligingsgewoonten buiten VaynerX om. Hierdoor passen 
werknemers dezelfde best practices ook in hun dagelijks leven 
toe. Door het beheer van beveiligde aanmeldingsgegevens 
buiten het werk uit te breiden, heeft de organisatie het 
risico verder verminderd en tegelijkertijd een cultuur van 
beveiligingsbewustzijn bevorderd. 

Impact op de organisatie 

“Keeper helpt ons de transformatiedoelen 
van onze organisatie te bereiken, namelijk 
centralisatie, consolidatie en standaardisatie.”  

John Georgatos | Wereldwijd hoofd 
Informatietechnologie, VaynerX

“De functie Eenmalig bidirectioneel delen is 
ongelooflijk nuttig geweest en, nog belangrijker, 
helpt ons op een veilige manier informatie te 
delen tussen onze klanten en leveranciers.”   

John Georgatos | Wereldwijd hoofd 
Informatietechnologie, VaynerX

“We gebruiken allemaal Keeper. Het is geen 
optie, en zo zien we het graag.”

Christine Kadets | Directeur Inkoop, VaynerX

Veilige, schaalbare samenwerking met klanten - Het werk 
van klanten is essentieel voor de activiteiten van VaynerX 
en de gebruiksvriendelijke deelmogelijkheden van Keeper 
ondersteunen dat model direct. Met de functie Eenmalig 
bidirectioneel delen van Keeper kan VaynerX gevoelige 
aanmeldingsgegevens ontvangen van klanten en leveranciers 
buiten de organisatie zonder afhankelijk te zijn van e-mail of 
gedeelde documenten, zelfs als ze geen Keeper-gebruikers zijn. 

https://docs.keeper.io/en/user-guides/one-time-share
https://docs.keeper.io/en/user-guides/one-time-share


Keeper + VaynerX 
Case Study

© 2026 Keeper Security, Inc. 4

De meeste bedrijven hebben beperkt inzicht in de 
wachtwoordpraktijken van hun werknemers, wat het 
cyberrisico aanzienlijk kan vergroten. De wachtwoordhygiëne 
kan niet worden verbeterd zonder essentiële informatie over 
het gebruik van wachtwoorden en naleving. Keeper lost dit op 
door ultieme beveiliging, zichtbaarheid en controle te bieden. 

Gegevens worden beschermd met de zero-knowledge 
beveiligingsarchitectuur van Keeper en versleuteling van 
wereldklasse. Zero-knowledge houdt in dat alleen de 
gebruiker het hoofdwachtwoord en de versleutelingssleutel 
kent en toegang heeft tot deze gegevens, die worden gebruikt 
om informatie te versleutelen en te ontcijferen. 

Keeper is intuïtief en eenvoudig te implementeren, ongeacht 
het bedrijfsformaat. Keeper integreert met Active Directory- 
en LDAP-servers, wat het inrichten en onboarden stroomlijnt. 
Keeper SSO Connect® integreert in bestaande SSO-
oplossingen en is FedRAMP High-en GovRAMP-geautoriseerd. 

Keeper is ontworpen om mee te schalen met organisaties van 
elke omvang. Functies zoals rolgebaseerde machtigingen, 
teamdeling, afdelingsaudits en gedelegeerd beheer 
ondersteunen organisaties naarmate ze groeien. Keeper 
Commander biedt robuuste API’s voor integratie met huidige 
en toekomstige systemen.

Zakelijke use cases: Keeper Wachtwoordbeheer

•	 Voorkomt wachtwoordgerelateerde gegevenslekken en 
cyberaanvallen

•	 Ondersteunt passkeys voor moeiteloze authenticatie

•	 Versterk de naleving 

•	 Geeft de medewerkersproductiviteit een boost 

•	 Wachtwoordbeleid en -procedures afdwingen 

•	 Verlaag de kosten van de helpdesk 

•	 Minimaliseert training met snelle implementatie van 
beveiliging 

•	 Verbeterd veiligheidsbewustzijn en -gedrag van 
werknemers

Keeper Wachtwoordbeheer

Keeper Security is een van de snelst groeiende 
cyberbeveiligingssoftwarebedrijven die 

duizenden organisaties en miljoenen mensen 
in meer dan 150 landen beschermt. Keeper is 

een pionier op het gebied van zero-knowledge 
en zero-trust beveiliging, gebouwd voor elke 

IT-omgeving. Het kernaanbod, KeeperPAM®, 
is een AI-gebaseerd, cloud-native platform dat 

alle gebruikers, apparaten en infrastructuur 
beschermt tegen cyberaanvallen. Keeper, 
erkend voor zijn innovatie in het Gartner 

Magic Quadrant for Privileged Access 
Management (PAM), beveiligt wachtwoorden 

en sleutels, infrastructuurgeheimen, 
externe verbindingen en eindpunten met 

rolgebaseerd handhavingsbeleid, minimale 
privileges en just-in-time toegang. Ontdek 

waarom toonaangevende organisaties 
vertrouwen op Keeper om zich te beschermen 

tegen hedendaagse cyberdreigingen via 
KeeperSecurity.com.

Over Keeper

Keeper wordt wereldwijd vertrouwd en gewaardeerd 
door duizenden bedrijven en miljoenen mensen.

G2 
Enterprise Leader

App Store 
Eersteklas   

productiviteit

PCMag 
Editor’s Choice

Google Play 
Meer dan 10 miljoen 

installaties
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https://www.keepersecurity.com/keeper-sso-connect.html
https://www.keepersecurity.com/commander.html
https://www.keepersecurity.com/commander.html
https://www.keepersecurity.com/enterprise.html
https://www.keepersecurity.com/
http://keepersecurity.com
mailto:sales%40keepersecurity.com?subject=

