HOW TO ENHANCE CYBERSECURITY AS YOUR OFFICE REOPENS

Whether you’re preparing to begin calling employees back on-site next week or next year, here are some tips to ensure a secure return to work.

1. **ENSURE REMOTE WORKERS’ DEVICES ARE BEING UPDATED**
   - 60% of breaches result from failure to apply a security patch.¹

2. **REFRESH CYBERSECURITY TRAINING**
   - 43% of employees lack cybersecurity training.²

3. **VALIDATE DEVICES AS EMPLOYEES RETURN ON-PREM**
   - 72% of organizations are evaluating a Zero Trust model to ensure user, device, and infrastructure verification.³

4. **REEVALUATE CYBERSECURITY POLICIES**
   - 98% of CISOs/CIOs are planning shifts in cyber strategy in response to the COVID-19 pandemic.⁴

5. **PLAN FOR A LONG-TERM REMOTE WORK STRATEGY**
   - 71% of security professionals have reported increased security threats or attacks since the COVID-19 outbreak.⁵
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