
is as flimsy as a sticky note

 ENTERPRISE  
PASSWORD SECURITY 

Keeper Security surveyed 1,000 
employees across the U.S. and found that 
employees’ poor password practices are 

putting their organizations at risk.

share work-related passwords 
over text message or email

62%

Employees are using  
WEAK OR EASILY 
GUESSED PASSWORDS

Employees are  
SHARING PASSWORDS 
INSECURELY  
and with unauthorized parties

Workplace password  
malpractice leaves companies  

OPEN TO  
CYBERCRIME

EMPLOYERS 
have bad password habits too

Use their child’s name 
or birthday

31

Reuse passwords across 
personal & work-related 
accounts

44

Use their  
employer’s name

37

Use their significant 
other’s name or birthday

34

Password written on sticky notes

57
Passwords saved on employees’ phones

55
Passwords saved on their computer

51
Passwords saved in the cloud

49

Hey! What is your company’s 
Wi-Fi password?

Thank you!

Wi-Fi PW: WIFI@1234

Best Friend

of companies let 
new employees use 
old credentials

Costly Data  
Breaches

Account Takeovers  
(ATOs)

Destructive  
Malware

Insider  
Threats

$

For more information and to download the  
Workplace Password Malpractice Report visit us here.
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