
ペアレンタルコントロールと
プライバシー設定を利用する
保護者設定を行い、その重要性を説明すること
で、ネットいじめやネット犯罪からお子様を守り
ましょう。

2

子どもの学校からのサイバーセキュリ
ティアラートを監視する
お子さんの学校や学区に影響を与えた可能性
のある標的型サイバー攻撃に関する情報を常に
入手しましょう。

4

使用しないときは、すべてのウェブ
カメラにカバーをかける
ウェブカメラにプライバシーカバーが
付いていない場合は、付箋やマスキン
グテープを使ってください。

6

子供のパスワードを守る

パスワードの衛生管理を徹底することで、
お子様のオンライン上の安全を守りましょう。

8

デバイスとソフトウェアを
常に最新の状態に保つ
アップデートの正当性を吟味したら、それら
をインストールして、最新のセキュリティパッ
チがすべて適用されていることを確認しましょ
う。

3

公共のWI-FIを使わない

お子様が学校の勉強をするときは、安全な
家庭内ネットワークでのみ行うようにしてく
ださい。

5

フィッシング詐欺に遭わないように
子供に教える
見知らぬ人から送られてくるリンクや添付フ
ァイルをクリックしないように、またログイ
ン情報を要求するメッセージに返信しない
ように指導しましょう。

7

保護者のためのサイバーセキュリティ8つのヒント
大流行中のオンライン学習は、学区や子どもたちだけでなく、保護者にもさまざまな課題を突きつ
けています。保護者がこのような試練の時を乗り切るにあたって、サイバーセキュリティ関連の懸念
が立ちはだかっています。ここでは、保護者がオンラインで学校に通っている間、子供たちの安全と

セキュリティを確保するための8つのヒントを紹介します。

デバイスと学習
プラットフォームに慣れる
お子さんが授業に出席したり、宿題を提出し
たりするために使っているソフトウェアと同
様に、デバイスについてもよく理解しておき
ましょう。

1

家族のオンライン上の安全を守る
今なら特別に、Keeper家族プランが30%オフでご利用いただけます。

プロモコードFPLAN30を是非ご利用ください。
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